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V. Recommended Solutions

A. *Highest Level Security*

- Raw video data must be encrypted before applying any other kinds of processing, such as compression, on it.

- The main concern is:

- Can it still be decryptable if there is a lossy compression involved in between the encryption and the decryption modules?
• The second issue is:
• Even if a lossless compression is applied, the compressibility of the encrypted data is questionable because the correlation among raw data will be distorted by the encryption process. Therefore, only a very small part of the raw data can be encrypted before compression is applied.
• If compression before encryption is allowed: Solutions can target the encoding process, i.e., compress the raw data to a certain source-independent bitrate and encryption is applied directly on the compressed bit-stream.
• A practical solution for SVC defines target bitrates for the base and enhancement layers, and packetizes base and enhancement layers into fixed length packets and encrypts them independently.
• The proposed solution is as secure as the employed encryption primitive, e.g., AES in counter mode, with respect to Message Preserving security on the raw video data.
Since Encryption is applied on the compressed bitstream, the runtime performance is as good as the runtime performance of the applied encryption primitive, which is very good in the case of AES.
• Format-compliance can not be preserved, optimal packetization leads to a violation of the MP security notion on raw video data. Thus there is a tradeoff between frame structure or scalability preservation and compression complexity and efficiency.
• Transcoding and DCT watermarking can not be conducted directly in the encrypted domain, but stream substitution watermarking is still possible. For stream substitution watermarking we propose the application of a stream cipher mode with no cipher feedback.

• The substitution watermark in the encrypted domain, $w_e$, is then $w_e = w_p \oplus k$, where $w_p$ is the plaintext watermark and $k$ are the corresponding key stream bits.
• **B. Content Confidentiality (A specific requirement of multimedia security)**

• To securely implement content confidentiality it is necessary to encrypt most of the video data or to prevent (partial) decoding at all.
• For this application scenario we propose to encrypt the NALU payload, because each of the compression-integrated encryption schemes leaks some visual information. A combination of compression-integrated schemes heavily distorts the videos (see Fig. 8) but a human observer can guess the content of the video---approximation attack.
• The encryption algorithm can be designed to preserve the NALU syntax and semantics, so as to preserve format-compliance or certain functionalities.
Another approach is the application of Container formats, which more clearly separate encryption and compression, but introduce certain overheads in terms of runtime and compression efficiency (e.g., results for adaptation for a NAL-based system and a MPEG-21-based system are presented [47], that can serve as reference for the expected overhead if Container formats are employed).
Partial encryption schemes that encrypt a subset of NALUs are not applicable for content confidentiality as edge images can be reconstructed [see Fig. 8(e)–(g)]. Partial encryption schemes that encrypt the start of NALUs (i.e., header files) may offer some security with respect to content confidentiality.
• In case of CAVLC only the coefficient data is coded context-adaptively, and thus at least some coded coefficient data has to be encrypted. For CAVLC the security relies on the uncertainty of the number of non-zero coefficients in neighboring blocks, at most 17 × 17 combinations (0 to 16 non-zero coefficients) have to be considered for single 4 × 4 DCT transformed residual block, not an easy, but solvable task, using back tracking algorithms that try to correctly decode the partial coefficient data.
• For **CABAC** the security relies on the **uncertainty of the state of arithmetic decoding**, which means that the current state in decoding (which syntax elements to decode) and the state of each of the approximately **400 contexts have to be guessed**, as well as the state of the arithmetic decoding variables **codIRange** and **codIOffset** (both represented with 16 bit).
• Overall a very complex problem an attacker has to solve in order to obtain a partial decoding of the slice data. Thus, although there is no formal proof of the security of these schemes with respect to content confidentiality, a potential adversary is assumed to have a hard time to decode partially encrypted CABAC encoded video data.
C. *Sufficient Encryption*

Most proposed schemes are suitable for sufficient encryption of H.264, the relaxed security requirements make it possible to employ encryption schemes, that offer functionalities that would violate the security requirements of other security and application scenarios. Contrary to transparent encryption there is no minimal quality requirement for the cipher video, which makes sufficient encryption easier to implement.
In case of SVC we propose the encryption of the base layer [see Fig. 8(f) and (g) for replacement attacks, i.e., we have replaced the encrypted picture data by pictures containing only zero values]. If format-compliance is desired, the base layer can be replaced by a uniformly grey video sequence (negligible compression performance deficits).
• In the case of CAVLC partial decoding is a more realistic threat then in the case of CABAC and thus the application of CABAC and the encryption of the leading fraction of the NALUs including several bits (>>128) of the arithmetically coded data is proposed. In the case of CABAC the remaining fraction is hard to decode as all the internal states of the CABAC engine have to be known.
Security proofs for sufficient encryption are not found in literature, but successful attacks against previously proposed schemes have been reported. Due to the application of unreliable quality metrics for low quality visual data, e.g., peak signal-to-noise ratio (PSNR) does not perform well for that purpose [48], [49], the results of the attacks remain rather incomparable.

Compression-integrated encryption often is associated with a severe reduction of compression performance, however, many of the proposed schemes for H.264 perform very well (see Table II for an overview).
• **D. Transparent Encryption**: The main additional requirement of transparent encryption is **quality control**.

• Though many schemes have been proposed under the label **perceptual encryption**, quality control of the encrypted data is only discussed in a few contributions [50].

In case of **AVC**, a transparent encryption approach has been proposed in [51], employing restricted **MVD encryption** and the encryption of **less important bitplanes** of DCT coefficients.

Furthermore previous DCT sign and coefficient encryption proposals can be extended by an explicit quality control, which controls the quality by restricting the sign (CAVLC and CABAC) and magnitude (CABAC) encryption to certain coefficients and additionally only the magnitude could be encrypted.
• In [52], it is proposed to employ SVC for transparent encryption and if format-compliance is targeted to force a decoder to ignore the encrypted data by signalling in the NAL (unspecified NUTs). If the application of SVC is possible the encryption of the enhancement layers is the recommended solution [see Fig. 1(b) for an illustration of the approach].

• Security of transparent encryption schemes relies on the inability of an adversary to compute higher quality versions than already made public. Thus specifically tailored algorithms, inspired by super-resolution and denoising algorithms, are the main threat.
• In [51], only slight bitrate increases of less then 1% are reported for their transparent AVC encryption scheme.
• There is no compression overhead for the SVC-based encryption scheme.
• In case of the SVC encryption approach the qualities of the substreams have to be determined in the SVC compression process, which highly depends on the desired scalability properties of the SVC bitstream and is more complex than AVC encoding.

• If an SVC bitstream is available the scheme is efficient.
• Commonly format compliance is considered a necessity for the transparent encryption scenario and thus has to be preserved. The proposed DCT watermarking schemes can not be applied, stream substitution watermarking can still be applied.
• **E. ROI Encryption**

• ROI encryption has been primarily proposed for **privacy preserving encryption** schemes.

• 1) *Suitable Video Encryption Schemes*: In [53] and [54], sign encryption and permutations is proposed and reported to meet the security constraints [53].


2) **Security:** According to [53], *sign encryption and permutation prevents automatic face recognition* and this is their proposed security metric for privacy preserving encryption. The goal of an adversary for this security notion is the development of a *face recognition system* that can *identify faces* even when encrypted. An adversary will try to combine attacks against the video encryption scheme and improved face recognition systems, e.g., permutations are known to be susceptible to known plaintext attacks [55].
• 3) *Compression*: Only small decreases in compression complexity are reported for [53], [54].

• 4) *Complexity*: As the privacy-threatening regions (faces) have to be detected, which is done on the raw video data and can be treated as an online scenario. Thus the impact of the overall system complexity is small.
5) *Preserved Functionality*: An important feature for ROI encryption is that the remaining video can be decoded in sufficient quality, such that privacy-preserving surveillance is possible. The recommended schemes have this property and are also format-compliant [54].
VI. Discussion and Analysis

• H.264 encryption schemes are capable to preserve diverse functionality, but naturally at some cost in terms of security, runtime performance and compression performance.

• Table II summarizes important aspects and properties of the diverse encryption algorithms.
• In order to put the complexities of encryption and compression into perspective, we give experimental results for H.264 decoding and AES encryption, which clearly indicate that AES encryption is almost negligible compared to H.264 compression.

• On a Intel(R) Core(TM)2 CPU 6700 at 2.66 GHz the ffmpeg implementation is able to decode HDTV content (1080p) in high profile with CABAC (BluRay) at about 27 f/s.
• This is roughly equivalent to a data throughput of about 40 Mbits, which is about 30% higher if the baseline profile is applied. The application of CAVLC instead of CABAC increases the throughput about 15%, which is partly due to an increased access frequency of CABAC [58].

• Compared to AES encryption that achieves a data throughput of about 1159 Mbits (with the openssl implementation).

• Even if we consider that only partial decoding would be sufficient for most in-compression encryption schemes the complexity of partial decoding and re-encoding remains huge compared to AES encryption.
• The bitstream-parsing and entropy decoding portion (CAVLC) of H.264 decoding has been experimentally found to be about 13% of the overall decoding complexity [c1]. The CABAC decoding complexity is roughly the double for the ffmpeg implementation as compared to the CAVLC decoding complexity.


• Thus partial H.264 decoding and reencoding is substantial compared to AES encryption. In-depth analyses of the computational complexity of H.264 can be found in [cc],[c1]–[c3].

• For H.264 encryption these results indicate that apart from an online-scenario in which compression is performed anyways, there have to be good reasons (required functionality preservation) to apply a compression-integrated encryption scheme.
• Partial encryption can only make sense in an offline-scenario, in which no compression is performed, as otherwise the potential performance gains are negligible compared to the overall system’s complexity.
• Although a few proposals for quality/intelligibility/security metrics have been made [c4], [c5], none actually evaluates the performance of the proposed metrics with respect to the correlation to human perceived quality/intelligibility.

<table>
<thead>
<tr>
<th></th>
<th>Naive</th>
<th>MPV</th>
<th>CF</th>
<th>FC</th>
<th>NC</th>
<th>S</th>
<th>L</th>
<th>SDCT</th>
<th>MVD</th>
<th>SSO</th>
<th>Inter</th>
<th>Intra</th>
</tr>
</thead>
<tbody>
<tr>
<td>Highest level security</td>
<td>✗</td>
<td>✓</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
</tr>
<tr>
<td>Content confidentiality</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Sufficient encryption</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Transparent encryption</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>SVC</td>
<td>SVC</td>
<td>~</td>
<td>~</td>
<td>~</td>
<td>~</td>
<td>~</td>
<td>~</td>
</tr>
<tr>
<td>FC transparent encryption</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>SVC</td>
<td>✗</td>
<td>~</td>
<td>~</td>
<td>~</td>
<td>~</td>
<td>~</td>
<td>~</td>
<td>~</td>
</tr>
<tr>
<td>ROI encryption</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Combinable</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Format-compliant</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Compliant packetization</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Compliant adaptation</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Adaptation</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Transcodability</td>
<td>✓</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>DCT Watermarking</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✗</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>BSS Watermarking</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
<td>✓</td>
</tr>
<tr>
<td>Error propagation</td>
<td>b/p</td>
<td>b/p + ε</td>
<td>b/p</td>
<td>b/p</td>
<td>b/p</td>
<td>&lt; 1</td>
<td>≈ b/p</td>
<td>1</td>
<td>&lt; 1</td>
<td>≈ 1</td>
<td>&lt; 1</td>
<td>&lt; 1</td>
</tr>
<tr>
<td>Complexity (online)</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>+H</td>
<td>+H</td>
<td>+H</td>
<td>+H</td>
<td>+H</td>
<td>+H</td>
<td>+H</td>
</tr>
<tr>
<td>Add. Comp. (offline)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
VII. Outlook and Further Research Directions

• The most apparent deficit in the current research is that, although security in the context of video encryption is defined with respect to quality and intelligibility, neither quality nor intelligibility can be assessed.
• The lack of **objective assessment** methods makes video encryption schemes **incomparable**; the analysis on the basis of a **visual inspection of single frames**, as it is the current state-of-the-art can hardly be considered satisfactory in a scientific context.
Thus further research should focus on the development of objective metrics for the assessment of the security of video encryption schemes for the different security and application scenarios. A prerequisite for the development of novel objective quality/security metrics are subjective tests, in which the actually perceived quality and intelligibility is determined by human observers.
• Contributions to this line of research have already been made for transparent JPEG2000 encryption [c6]. Objective assessment on the basis of face recognition rates has been proposed for the analysis of privacy preserving encryption [c7].

A. Standardization Efforts

Further efforts in the area of H.264 encryption should also consider the standardization of security tools within H.264. Bitstream-oriented encryption, as well as other security features, such as authentication/message integrity and scalable authentication/message integrity, could be optimally integrated into the existing H.264 framework, as due to the well-designed NAL abstraction a backwards-compatible integration of security features would be possible.
• Such a **transparent, backward-compatible integration of security tools** (encryption/authentication/hashing), i.e., **the secured bitstream is still H.264-compliant** and its plaintext portions can be decoded by any H.264-compliant decoder, could turn out to be of ultimate importance and utility for practical application.
• A standard for security tools within H.264 should employ cryptographic primitives (symmetric ciphers, hash functions) as building blocks and leave the actual choice of algorithms (AES, SHA-256) open for further extensions (a good and common practice [c8]).
• Previous standardization efforts in the field of video encryption (MPEG-4 Part 13, MPEG-21 Part 4) have aimed to standardize generic frameworks for the implementation of digital rights management systems [c10]–[c12].


• The security tools standardized within the scope of H.264 could be integrated into the existing **MPEG-4 IPMP** and **MPEG-21 IPMP frameworks** by the definition of the corresponding tools, i.e., standardization of H.264 security tools would complement, extend, and improve the applicability of the already published MPEG-4 IPMP and MPEG-21 IPMP standards.